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WHAT WE DO?
• We are responsible for the ongoing triage and validation services of Bugcrowd managed 

programs. 

• Take incoming submission data and curate it for validity, accuracy, and severity as well as 
communicate directly with Bugcrowd’s clients and/or researchers when additional information is 
required. 

• Handle Incident Response – escalating and communicating about the highest severity bugs to 
clients.



KEEP IN MIND
• Read the program R&R

• Scope (domain, sub-domains, mobile apps, etc.)

• Exclusions (non-qualifying bug types, services, etc.)

• Requirements (age, country, verified, etc.)

• Rewards/Payout

• Disclosure Policy

• Validate your bug

• Prepare a well-written report (Proof of Concept / POC)

• Be a good guy

• Respect the program, owners and their decisions

• Respect other researchers

• Respect privacy

• Have patience



HOW NOT TO BUG BOUNTY?

• Don’t beg (not a Beg Bounty)
• Don’t lie
• Don’t test without permission
• Don’t use Automated Scanners/Tools!
• Don’t use foul/obscene languages in POC!
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